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ADDENDUM #1
RFP #24-0055
ELECTRONIC MEDICAL RECORDS SOFTWARE FOR THE SEDGWICK COUNTY HEALTH
DEPARTMENT HEALTHY BABIES PROGRAM

July 16, 2024

The following is to ensure that vendors have complete information prior to submitting a proposal. Here are some
clarifications regarding the proposal for Electronic Medical Records Software for the Sedgwick County Health
Department Healthy Babies Programs.

Questions and/or statements of clarification are in bold font, and answers to specific questions are italicized.

PLEASE SEE THE ATTACHED SEDGWICK COUNTY DIVISION OF INFORMATION AND TECHNOLOGY
ARCHITECTURE AND IT STANDARDS

Firms interested in submitting a propoesal must respond with complete information and deliver on or before
1:45 pm CD7T, August 13, 2024. Late proposals or bids will not be accepted and will not receive consideration for final
award.

“PLEASE ACKNOWLEDGE RECEIPT OF THIS ADDENDUM ON THE PROPOSAL RESPONSE PAGE.”
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Lee Barrier
Purchasing Agent
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Sedgwick County Division of Information and Technology — Architecture and IT Standards

If the product proposed is vendor/cloud hosted:

Preferably written in HTML 5, not requiring Java, Reader, or Flash needs (vulnerable 3rd party apps) - if any,
always the latest version.

Vendor should provide a list of client requirements.

Vendor should indicate data requirements - data growth rate per year (database size, attachments, binaries, backup
sizes, etc...). How does this impact costs and services?

Vendor should list client application deployment methods (please include how these applications will be updated).
Vendor should list any included backup and recovery capabilities, objectives and estimated timelines.

Vendor should provide secure connections to data and be compliant with any regulatory requirements such as
HIPAA, CIJIS, and PCI requirements.

Vendor should include interface diagram and security specifics.

If not answered in previous question please list authentication and security methods for access to the system and
system data:

If a hosted solution, Sedgwick County should retain access to data should contracts terminate, the data remains the
property of Sedgwick County.

If On Premise (County servers):

The software needs to be able to be supported on current technology standards and future / modern OS releases.
Does this system stay up to date with modern software updates -- such as Windows OS or SQL versioning to the
latest versions?

If web based, preferably written in HTML 5, not requiring Java, Reader, or Flash needs (vulnerable 3rd party apps)
- if any, always the latest version.

Environment and Platforms for on-Premise:

o Install on latest version of Windows -- Windows 2012R2 or newer, 64 bit.
If web based, browser compatible with Internet Explorer 11+, or other modern browsers.
If not proprietary or internal database - Latest version of SQL Server Supported (minimum 64bit 2012)
VMWare 5.5+ compatible and supported.
Application can be centrally managed:

o Updates to app

Patches to operating system it is on
Microsoft Active Directory member
Ability to manage through Group Policy
If thick client, client can be deployed with minimal configuration needs, fully packaged in .MSI or
other sustainable deployable method.
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Vendor should list Server and Client resource requirements (CPU, Memory, and Disk Space)

Vendor should indicate data requirements - data growth rate per year (database size, attachments, binaries, backup
sizes, etc...).



Vendor should indicate server and application update practices (Include the answers to how to patch the application
on the client and server).

Vendor should list network connection requirements.
Vendor should list client application deployment methods (please include how these applications will be updated).

Vendor should list System External Interface requirements (Please include an interface diagram) — Is there any
remote connection into the on Premise system needed for support?

If not addressed in previous response, vendor should list authentication and security methods for access to the
system and system data.

Vendor should indicate backup methods recommended - any incompatibilities with backup systems on the market?
Software should be compatible with modern antivirus clients (list any needed exceptions or known problems)?
Vendor should list any firewall and security considerations or exceptions needed?

Vendor should list any database or software license needs, purchased outside of this request.

Project Status Reporting

Weekly written status reports shall be submitted to the Department Project Manager. These status reports should outline:
e Overall summarization of the project progress;
e Deliverables achieved;
e Deliverables remaining, progress, and expected delivery on each; and
e Issues and concerns affecting specific deliverables and the project schedule or any other aspect of the project.)

Acceptance Testing
The vendor will work with the department to create an acceptance testing plan. Both parties shall agree to the plan in
writing and the plan must be completed prior to county acceptance of the solution.

Documentation
The vendor shall provide system documentation (written or electronic) to the department.

User Training
(Describe any training to be provided by the Vendor:

e Identify who and how many resources require training.
e Identify the timing of the training.
e Indicate if training is to be provided at the Department’s site or off site.
o If on-site training is required indicate if the Vendor will be required to deliver training at multiple
locations or at one central location.
Identify location of training facilities.
Describe the equipment and software to be provided at the training facility.
Identify any required content for training materials to be provided to trainees.
Identify any experience/skill requirements for the individual(s) delivering the training.)



	ADDENDUM #1

